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ABSTRACT 

This paper critically examines the widespread phenomenon of 
misinformation and "fake news" in India, locating it within historical forms 
such as yellow journalism, tabloid sensationalism, and propaganda. While 
these phenomena manipulate facts to provoke emotional responses rather 
than inform, their modern digital resurgence poses unprecedented 
challenges. With the proliferation of social media as a primary news source, 
misinformation disseminates rapidly, undermining public trust, polarizing 
communities, and jeopardizing democratic discourse. In India, such risks are 
exacerbated by its multilingual and diverse socio-cultural landscape, as 
indicated by the spread of misinformation during communal riots, elections, 
and public health crises like COVID-19. The paper discusses existing legal 
frameworks, including the Information Technology Act and provisions of the 
Indian Penal Code, and how they are limited in actually combating 
misinformation. It underlines the critical demand for legislative reform and 
anticipatory measures, such as digital literacy programmes, independent 
fact-checking institutions, and collaboration between government and social 
media platforms to enforce content moderation. It also calls for linguistic 
inclusivity in the efforts against misinformation and worldwide coordination 
to establish global benchmarks against disinformation. Through the case 
study of viral misinformation incidents, the paper will show the various 
societal and individual impacts of unchecked fake news, such as mob 
violence and more tragic effects. It will also advance techniques to detect 
manipulated media, such as reverse image searches and deepfake analysis, 
which would enable people to assess content critically. By concluding, the 
paper urges a multi-disciplinary approach that balances free speech 
protections with societal safeguards against destructive misinformation. The 
strengthening of cyber legislation, responsible journalism, and public 
awareness must be leading steps toward a well-informed and resilient digital 
society. Ethical governance will combine with technological innovation as 
India develops the democratic ethos and holds onto the integrity of 
information.  

  



 
 Indian Journal of Integrated Research in Law   Volume IV Issue VI | ISSN: 2583-0538  
 

  Page: 967 
 

Introduction  

Fake news only uses new techniques; it doesn't reflect new ideas. It is strongly associated with 

the far earlier forms of tabloid journalism, yellow journalism, and propaganda. All of these 

methods have one thing in common: they manipulate facts or deal in outright lies in order to 

elicit an emotional response rather than to enlighten or educate. The reasons for them can vary 

widely, however. All of these phenomena can be categorized as "misinformation." (Countering 

Misinformation Fake News In India, n.d.)  

Yellow Journalism  

Unreliable, sensationalistic reporting is referred to as "yellow journalism." In the past, it has 

mostly been used to describe the operations of rival New York-based newspaper empires 

founded by Joseph Pulitzer and William Randolph Hearst in the 1890s, particularly in the runup 

to the Spanish-American War in 1898 (ironically, considering that his name has come to 

represent excellence in journalism) (S. Kobre, "The Yellow Press and Gilded Age Journalism," 

1964).  

Tabloid Journalism  

The vast majority of Americans are more familiar with the term "tabloid journalism." It is 

comparable to yellow journalism; the primary distinction may be that it tends to focus more on 

headlines about celebrity rumour’s and alleged strange events than it does on big news stories.  

A notable (although severe) illustration is The National Enquirer.  

Public faith in information sources and the integrity of democratic debate are seriously 

threatened by the spread of false information and "fake news" in the digital age (SHS 

Conferences, 2023). Misinformation, which is defined as inaccurate or misleading information 

disseminated with no intention of influencing public opinion, can polarize society, impair 

informed decision-making, and more. Social media platforms have become the main source of 

news, making it simpler than ever to spread misleading information quickly. This has profound 

consequences for social cohesion, public health, and politics. (Countering Misinformation Fake 

News In India, n.d.)  
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In India, since the population is multilingual and diverse, the problems caused by false 

information are more severe. False narratives have proliferated due to the quick adoption of 

digital technology, which has affected vital sectors like public health, communal harmony, and 

election integrity. Situations like the dissemination of misleading information about 

community riots, COVID-19 pandemics, and election-related disinformation have brought 

attention to the pressing need for legislative frameworks to address these issues. (Caceres et 

al., 2022)  

As the threat posed by false information has grown, the Indian legal system has changed to 

adapt. Mechanisms for addressing the dissemination of misleading information are provided 

by current laws, including the Information Technology Act, the Indian Penal Code, and other 

clauses under the recommendations of the Election Commission. However, there are many 

issues with these laws' application and enforcement, which calls into doubt their efficacy and 

the necessity of thorough reform.  

Identifying Phishing Images and Videos   

There are steps that laypersons can take to determine whether a news article, image, or video 

is authentic or not.  

Fake news can be disseminated not only through written content but also through altered 

images and videos, which are often manipulated to mislead audiences. With the rise of editing 

software and AI, it has become increasingly simple to alter or falsify images and videos. This 

manipulation allows misleading content to appear credible, potentially deceiving the public.  

To detect manipulation, it’s crucial to verify whether an image or video has been altered. Many 

fake visuals are modified using tools like Photoshop, while advanced AI technology known as 

"deepfake" can convincingly edit videos. By examining visuals critically, one can often spot 

signs of tampering.  

Also, make sure that the image or video aligns with the narrative it accompanies. Fake news 

articles sometimes feature unrelated visuals to support false claims. Using reverse image search 

tools like TinEye or Google can help verify an image's origin and authenticity, reducing the 

risk of being misled by unrelated or repurposed content.  
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When it comes to videos, slowing them down can be beneficial. Viewing videos in slow motion 

allows frame-by-frame analysis, making it easier to identify tampering or any inconsistencies 

in transitions and timing. This is especially useful in spotting deepfake technology's subtle 

manipulations, which may otherwise go unnoticed.  

As artificial intelligence plays a larger role in daily life, distinguishing between real and fake 

visuals has become more complex. While many resources focus on identifying deepfakes, they 

also provide methods to detect various forms of manipulated media, equipping people with 

tools to navigate misinformation effectively. (Countering Misinformation Fake News In India, 

n.d.)  

CASE STUDY  

1. Exposing Misinformation: The Truth Behind the Viral Kashmir Video  

According to Free Press Kashmir (2018), a video clip of a Sikh pounding a drum in the dark 

went viral in Kashmir. The video's commentary revealed that the man was rousing Muslims in 

a south Kashmiri community during the holy month of Ramadan. As testament of communal 

harmony in Kashmir, the video went viral, and the elderly man received a lot of appreciation. 

The unconfirmed video was presented by Press Trust of India as a sign of peace between the 

local religious communities. Afterwards, the report was also broadcast by outlets like NDTV, 

Hindustan Times, Times Now, ABP News, and WION. But after deciding to confirm the video 

clip, a crew from the local news source Free Press Kashmir set out to track down the individual. 

As it turned out, there was no such man in the region that the video footage mentioned. The 

footage, which was shared on social media as being from Kashmir, was discovered to have 

been posted on YouTube by a Pakistani news website. (Bhat et al., 2019).  

2. Tragic Consequences of Misinformation: Viral Video Sparks Deadly Mob Attack in 

Assam.  

A 30-year-old businessman and a 29-year-old sound engineer were traveling to a picnic area in 

the northeastern Indian state of Assam on the evening of June 8 when they pulled into a village 

to get directions. In a video that went viral on the messaging app WhatsApp, villages were 

informed that child abductors were out and about in the nation. The locals organized into a 

sizable crowd and, before the men could persuade them differently, beat the visitors to death 
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because they thought they were the ones they had been warned of. The community became 

enraged and afraid after seeing a film that was actually a safety instruction produced in Pakistan 

and shared with a text alerting them of local kidnapers. (Countering Misinformation Fake News 

In India, n.d.)  

Laws and Regulation to Curb Fake News in India there is no specific law against fake 

news in India.  

Article 19 of the Constitution, which guarantees freedom of speech, naturally leads to the free 

dissemination of news. If a newspaper or news agency is found to have broken journalistic 

ethics, the regulating body, the Press Council of India, has the authority to warn, admonish, or 

penalize the newspaper, the news agency, the editor, or the journalist, or to disapprove the 

conduct of the editor or the journalist.   

The private television news and current affairs broadcasters are represented by the News 

Broadcasters Association (NBA). Complaints against electronic media are investigated by the 

self-regulation agency. Complaints regarding the content that stations broadcast are also 

investigated by the Indian Broadcast Foundation (IBF). The Broadcasting Content Complaint 

Council (BCCC) accepts complaints about offensive television programming and false 

information. Some provisions of the Indian Penal Code (IPC) may help prevent fake news: To 

protect against fake news, one can invoke Sections 153 (wantonly giving provocation with aim 

to cause unrest) and 295 (injuring or defiling place of worship with intent to offend the faith of 

any class).Another option for people and organizations harmed by fake news is to file a civil 

or criminal case for defamation. A defamation claim is permitted by IPC Sections 499 

(defamation) and 500 (whoever defames another shall be punished with simple imprisonment 

for a term which may extend to two years, or with fine, or with both).   

Demanding Accountability: The Need for Proactive Government Action Against 

Misinformation.  

It is crucial that the government at national level employ broad and diversified ways to tackle 

the problem of disinformation. First and foremost, national digital literacy initiatives that teach 

people how to detect false news, identify reliable content, and validate information sources 

should be given top priority. To ensure a wide influence on all demographics, such projects 

might be incorporated into public outreach campaigns and school curriculum. Another 
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trustworthy source for confirmation is the creation of a central, independently run, and 

transparently funded fact-checking organization. During crucial occasions like elections or 

public health crises, this organization should offer real-time corrections in order to preserve 

public confidence and avoid panic brought on by inaccurate information.  

The government and social media companies must work together to create and implement 

efficient content moderation guidelines in order to bolster anti-misinformation initiatives even 

further. Platforms would be able to flag or classify deceptive content, lower its visibility, and 

highlight reliable information sources thanks to such collaborations. Legislative backing is also 

necessary; a clear legal framework may hold people, media organizations, and online platforms 

responsible for spreading inaccurate or dangerous information while maintaining the right to 

free speech. Acknowledging India's linguistic variety, the government need to back efforts to 

increase the availability of fact-checking materials in regional languages, therefore tackling a 

prevalent channel via which false information proliferates. (Neyazi et al., 2021)  

Furthermore, a framework for quick response is essential; specialist teams within central 

agencies should be prepared to deal with misinformation immediately, particularly in times of 

crisis. These initiatives can be further supported by strengthening the framework for cyber 

legislation and enhancing citizen reporting systems, which offer channels for legal action and 

prompt action against individuals who willfully disseminate false information. Media sources 

can be encouraged to maintain accuracy and deter sensationalism by promoting responsible 

journalism through rewards, grants, and recognitions for upholding ethical standards.   

Since digital information is worldwide, the central government must also look for international 

cooperation. Global collaboration with digital platforms and the establishment of common 

standards with other countries can improve the effectiveness of anti-misinformation 

campaigns. Additionally, government-led public awareness initiatives can promote social 

media responsibility by urging people to approach online content carefully and lowering 

impulsive sharing. Through these coordinated efforts, the government can play a crucial role 

in preserving the integrity of information in the digital age and fostering an informed public 

realm.  

Conclusion   

On a conclusive note, the challenge of disinformation and "fake news" in India calls for both 
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multidisciplinary approaches that balance the protection of society from damaging false 

information and freedom of expression. Analyzing existing legislative frameworks such as the 

Information Technology Act and specific provisions of the Indian Penal Code contains both 

constraints and challenges regarding proper handling of misinformation. In addition to 

encouraging digital literacy and responsible journalism, the state should come out with a more 

radical agenda to set out boundaries and consequences of spreading false information. This 

would include public campaigns and independent fact-checking efforts and work with social 

media platforms to develop an enlightened population to critically assess information in the 

face of encountering it. International cooperation, establishment of accountable and transparent 

culture would also help improve the effectiveness of legally acceptable measures to carry out 

against misinformation. The present regulations of India may perhaps be a step towards 

preserving democracy, protecting public health and safety in the age of digital information, and 

preserving correct information.  
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