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ABSTRACT 

In the fast-paced world of business, Mergers and Acquisitions (M&A) are 
super important for changing how industries work and helping companies 
grow. This Big Data analytics, which is a way of looking at a lot of 
information, is changing the way decisions are made during different parts 
of M&A deals. As companies deal with tricky financial, operational, and 
strategic issues, using Big Data becomes a big help, changing the usual ways 
of checking details, assessing value, and putting companies together. Big 
Data analytics helps people involved in M&A by giving them a lot of 
information about the financial health, efficiency, and market position of the 
companies they're interested in. By looking at a ton of information, 
companies ascertain the progress of different business in an efficient and fast 
access to the data figure out risks, and even discover opportunities they might 
have missed. This makes decision-making faster and more accurate. Using 
things like predictive modelling, machine learning, and data visualization 
tools also helps predict how well a company will perform in the future, 
helping buyers make smart investment decisions. After the merger or 
acquisition, Big Data continues to be useful. It helps in combining different 
systems, organizing tasks more efficiently, and using resources wisely. By 
finding important patterns and trends in data, companies can make sure their 
newly combined teams and ways of doing things work well together, making 
everything smoother and getting the most value out of the M&A deal. 
Managing the copious amounts of information that most businesses gather 
can pose significant challenges, especially for those unprepared for the task. 
Additionally, there are apprehensions regarding the types of data collected 
by businesses and how they opt to utilize it.  Big Data made a big difference 
in successful mergers and acquisitions. Showing how important it is to use 
data-driven information helps us understand how to make smart decisions in 
the ever-changing business world, especially when it comes to successful 
mergers and acquisitions. The Sherman Act,1890; the Competition Act, 
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Introduction 

"The world's most valuable resource is not oil, but data." This was the title of an article 

published by the Economist in 2017.1 The explosive growth of the digital economy, driven by 

advances in technology and the internet, has caused big companies to collect, analyze, and use 

large amounts of diverse data at a fast pace. The term 'big data' refers to massive and varied 

data generated quickly from numerous sources. Dealing with today's constantly changing and 

real-time datasets requires new tools and methods like strong processors, software, and 

algorithms. Big Data is important in the digital economy because companies use tools to make 

the most of data. They analyze customer information to understand the market better, helping 

them increase their earnings. The Supreme Court, in K.S. Puttaswamy v. Union of 

India,2 observed that "digital footprints and extensive data can be analysed computationally to 

reveal patterns, trends, and associations, especially relating to human behaviour and 

interactions and hence, is valuable information. This is the age of 'big data'." In the past, laws 

about data protection usually handled legal issues related to processing data. But now, with the 

rise of Big Data, dealing with these issues might fall under competition law, especially when 

it comes to mergers and acquisitions.  

Competition Law Challenges Arising from Big Data: 

The rapid growth of the digital economy, fuelled by technology and the internet, has led to 

large corporations and startups' widespread collection, processing, and commercial 

exploitation of data. This phenomenon, commonly known as 'big data,' involves handling large 

volumes of diverse data collected at high speeds and processed by computing software to create 

valuable datasets. While data protection laws govern the collection and use of personal data, 

competition law regulators are now exploring whether the use of big data can have implications 

for market competition. Before addressing this question, it's essential to recognize the 

advantages of commercial use of big data. Consider popular search engines, which employ 

self-learning algorithms to observe, record, and analyze user search terms and website clicks. 

These platforms use the collected data, including information from other services like email, 

to create detailed user profiles, which can be sold to online advertisers for targeted advertising. 

Similarly, e-commerce platforms and social networks use personalized recommendations 

 
1  https://www.economist.com/leaders/2017/05/06/the-worlds-most-valuable-resource-is-no-longer-oil-but-data 
2  2017 10 SCC 1 
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based on users' purchasing history, keywords, and provided information, enhancing the quality 

of goods and services through targeted advertising. 

From a competition law perspective, the crucial question arises: Can the access and use of big 

data confer market power and a competitive advantage to enterprises? This consideration 

involves examining whether investments in data analytics tools and complex algorithms create 

highly concentrated markets with substantial entry barriers. Recent mergers and acquisitions 

in the technology sector, such as Cisco Systems' acquisitions of Valtic and Lightspin,3 have 

also prompted questions about whether consumer privacy can be a relevant non-price 

competition parameter. For instance, the European Commission highlighted privacy concerns 

in the Microsoft/LinkedIn merger, considering it a non-price factor affecting the quality of 

services.4 Enforcement provisions raise concerns about potential exclusionary conduct, where 

dominant enterprises may enter exclusive agreements with data providers to gain a competitive 

advantage. This could also involve foreclosing the market by making it challenging for users 

to adopt competitors' platforms. However, such conduct must be evaluated in light of 

dominance principles, considering factors like data ownership, uniqueness, and criticality for 

downstream players. In addition to exclusionary conduct, the use of big data raises concerns 

about anti-competitive agreements. Self-learning pricing algorithms may facilitate digital 

price-fixing cartels, and data analytics can monitor compliance with both horizontal and 

vertical agreements. 

Many global antitrust regulators have addressed these concerns through detailed studies, 

identifying scenarios where big data could warrant scrutiny. In the Indian context, given the 

rapid growth of technology-driven markets, there is a need for the Competition Commission 

of India (CCI) to assess potential competition law concerns. While the CCI has clarified that 

breaches of the Information Technology Act fall outside the Competition Act's purview, it 

remains to be seen how privacy concerns will be considered in competition assessments. As 

innovation and technology continue to shape markets in India, businesses are advised to closely 

follow the debate and enforcement activities in the big data sphere. Enterprises should assess 

their data-driven business models and compliance policies against evolving competition law 

 
3 Acquisitions - acquisition summary (2023) Cisco. Available at: 
https://www.cisco.com/c/en/us/about/corporate-strategy-office/acquisitions/acquisitions-list-years.html 
(Accessed: March 6, 2024). 
4 By Samson Y. Esayas: Data Privacy in European Merger Control: Critical Analysis of Commission Decisions 
Regarding Privacy as a Non-Price Competition 
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standards. In this dynamic landscape, staying informed is crucial for navigating potential big 

data and competition law challenges.5 

The Significance of Big Data in Determining Market Dominance 

The Competition Act of 2002 was introduced to prevent activities that could harm the market 

and to encourage and maintain fair competition. Section 4 of the Act specifically addresses the 

prohibition of abusing a dominant position by an enterprise or a group of enterprises. This 

provision defines a dominant position as a situation where an enterprise can operate 

independently of competitive forces in the relevant market or influence its competitors, 

consumers, or the market in its favour. Traditionally, dominance has been assessed mainly 

based on market share. However, Section 19(4) of the Act expands this evaluation beyond 

market share. It considers additional factors such as the market size, market structure, vertical 

integration, and the dependency of customers. This broader approach allows a more 

comprehensive analysis of a firm's dominance beyond merely looking at its market share. To 

further elaborate, Section 4(2) of the Act provides an exhaustive list of practices that would be 

considered an abuse of a dominant position. These practices include imposing unfair or 

discriminatory conditions, limiting production or technical development, and engaging in 

practices denying market access. This list serves as a guide for understanding the behaviours 

deemed abusive when a dominant position is in play. 

     However, it's important to note that Section 19(4) does not provide an exhaustive list of 

factors that constitute dominance. This means that the Competition Commission of India (CCI) 

has the authority to consider additional factors that may be relevant in determining dominance. 

The idea is to ensure a flexible and dynamic approach in assessing dominance, allowing the 

CCI to adapt to evolving market conditions and novel forms of anti-competitive behaviour. In 

simpler terms, when assessing dominance, it's not just about looking at how much of the market 

a company controls. The law acknowledges that there are various other factors at play, like the 

overall size of the market, how it's structured, whether the company is vertically integrated 

(involved in multiple stages of the supply chain), and how much customers rely on the 

company. Collectively, these factors provide a more nuanced understanding of dominance in a 

particular market. The CCI, as the regulatory body, has the authority to consider these factors 

and others that may be relevant when evaluating whether an enterprise holds a dominant 

 
5 Big Data: Emerging Concerns under Competition Law, By CAM Competition Team on May 10, 2018 
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position. This approach is designed to ensure that the assessment of dominance remains robust 

and adaptable to the changing dynamics of the market. By doing so, the CCI aims to promote 

fair competition, prevent anti-competitive practices, and foster a healthy business environment 

in India.6 

Data: The Emerging Currency in the Digital Marketplace 

Data is a term that encompasses a wide range of information in various forms. According to 

the Personal Data Protection Bill of 2019, which draws inspiration from the European Union 

General Data Protection Regulation (EU GDPR), data is defined broadly, covering 

information, facts, concepts, opinions, and more. Data comes in different types, such as 

personal and non-personal, user and transactional, and individualized and anonymized data. 

From the competition law perspective, all types of data can be relevant, but personal and 

sensitive personal data hold significant importance in the digital market. Often referred to as 

the new oil or currency of the digital realm, these data types are crucial for online platforms. 

Digital platforms heavily rely on collecting substantial amounts of data to provide efficient 

services to users. The collected data grants a competitive advantage by allowing platforms to 

understand consumer behaviour and preferences, creating barriers for competitors who may 

not have access to such valuable insights. The German Monopolies Commission Report 

emphasizes that data is a crucial competitive factor in the digital market, wielding significant 

power. 7The concentration of relevant data in the hands of a few enterprises could potentially 

impede competition and contribute to the abuse of market power. 

In India, the Competition Commission of India (CCI) has not considered data as a parameter 

for establishing dominance. However, recognizing the role of big data in determining market 

power is essential. The Competition Law Review Committee in India in 2019 has suggested 

expanding Section 19 to include 'control over data' as a factor in determining dominance under 

Section 4 of the Competition Act. This control over data can be leveraged to create barriers to 

entry for new firms, engage in exclusionary practices with third parties, and even facilitate pre-

emptive mergers based on accumulated data. Section 19(4)(m) of the Act provides that the 

Commission may consider "any other factor" it deems relevant for the inquiry, making the 

 
6 Title: The Role of Big Data in Establishing The Dominance Under The Indian Competition Law, 8 July 2020. 
7  https://www.insideglobaltech.com/2015/06/08/german-monopolies-commission-publishes-its-report-on-
digital-markets/ (Accessed: March 6, 2024). 
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section inclusive in nature. In the DLF case, the CCI has emphasized a broad interpretation of 

Section 19, stating that it should encompass any factor considered relevant for the inquiry. 

Therefore, explicitly incorporating control over data as a factor under Section 19(4) for 

assessing dominance is crucial.   As we navigate the digital landscape, it's crucial to recognize 

the immense value of data, especially personal and sensitive personal data, in the online market. 

This data not only shapes the services provided by digital platforms but also plays a pivotal 

role in determining market dominance. Acknowledging this significance and explicitly 

incorporating control over data as a factor in competition law can help ensure fair competition, 

prevent abuse of market power, and protect the interests of consumers in the evolving digital 

era. 

Data-Driven Mergers 

Significant mergers in high-tech industries have recently occurred, like Microsoft buying 

Skype and Facebook acquiring WhatsApp. When big companies merge, they often gain access 

to huge amounts of valuable data. This data can be used for targeted advertising or even 

predicting election outcomes, as Mark Zuckerberg mentioned in his testimony to Congress.8 

These mergers involve companies in various services like internet communication, digital 

maps, advertising, and more. These mergers raise concerns about how user data might be used. 

People realise that their data has value and can be used in ways they might not like. This is 

especially important given recent studies on big data analytics. For example, data is used in 

advertising agencies to create and deliver ads. The mergers between big companies like 

Publicis and Omnicom show how important data is in making business decisions and targeting 

ads to specific audiences. 

Even when services like Facebook and WhatsApp are free9, companies can still profit from 

them through advertising or premium charges. However, convincing users to pay for these 

services, like Microsoft with Skype10, can be tricky when free alternatives exist. Companies 

also analyze data to understand consumer behavior, such as in the 

Telefonica/Vodafone/Everything Everywhere/JV11 merger. This shows how valuable data 

 
8 Micro-targeting of voters can swing entire elections: Bartlett, who discovered Congress poster in Cambridge 
//economictimes.indiatimes.com/articleshow/63659215.cms?utm_source=contentofinterest&utm_medium=text
&utm_campaign=cppst 
9 Comp/M.7217, Facebook/WhatsApp, para. 1-12. 
10 Case COMP/M.6281 – Microsoft/Skype. 
11 COMP/M.6314, Telefónica UK/Vodafone UK/Everything Everywhere/JV, para 
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analytics is becoming in digital markets. It's important to remember that even though we might 

not pay money for these services, we're still paying with our data. So, regulators need to 

consider how companies use data, even for free services, to ensure fair competition and protect 

users' interests. 

Case: Walmart's Acquisition of Flipkart12  The Competition Commission of India recently 

delivered its long-awaited verdict, granting approval for Walmart's acquisition of Indian e-

commerce giant Flipkart, valued at USD 16 billion. Walmart, an American multinational retail 

corporation operating various stores in India through its subsidiary, Walmart India Private 

Limited, focuses on wholesale ("B2B sales"). Flipkart, primarily an investment holding 

company, facilitates e-commerce transactions between customers and sellers in India alongside 

its B2B sales operations. The acquisition, planned through Walmart International Holdings, 

Inc., a wholly-owned subsidiary of Walmart, necessitated approval from the Commission due 

to the combined entities surpassing minimum thresholds under the Competition Act of 2002. 

The order highlights significant aspects clarifying the Commission's rationale for approval, 

particularly in response to objections from certain stakeholders. This includes clarifications 

regarding the Commission's powers under Section 31 of the Competition Act, 2002. Recent 

advancements in competition law enforcement have brought attention to the significant role of 

big data across various domains such as merger control, abuse of dominance, and anti-

competitive agreements. In the realm of merger control, the integration of (big) data has 

emerged as a crucial consideration. Particularly in industries like the digital sector, where data 

holds substantial value, companies often seek mergers or acquisitions to gain access to 

extensive datasets. This trend has seen a notable increase, with statistics from the OECD 

indicating a nearly threefold rise in such transactions between 2008 and 2012. Moreover, high-

tech mergers accounted for nearly 30% of the total $2.5 trillion M&A transactions completed 

in 2016. Competition authorities scrutinise these mergers to assess potential impacts on market 

dynamics. They evaluate whether such transactions could lead to increased concentration of 

data, especially when established companies merge with smaller data-driven innovators or 

entities possessing valuable databases. Additionally, authorities examine whether the merged 

entity could gain an unfair competitive advantage by amalgamating different datasets, which 

might restrict competition. In some cases, antitrust regulators may accept commitments related 

 
12 Dar, A. (2018) Walmart’s acquisition of Flipkart: The elephant in the room, IndusLaw. Available at: 
https://www.mondaq.com/india/antitrust-eu-competition-/729670/walmarts-acquisition-of-flipkart-the-elephant-
in-the-room (Accessed: February 8, 2024). 
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to data to address potential competition concerns arising from these mergers. Furthermore, 

mergers involving data-driven companies with significant market positions in distinct upstream 

or downstream markets may raise concerns regarding foreclosure issues. Additionally, parties 

involved in these mergers often defend their actions by citing data-related efficiency gains as 

a rationale for the transaction. 

Privacy in Data-Driven Mergers 

Agreeing to privacy terms on online platforms, like software companies, can sometimes lead 

to regret. People might not fully understand the privacy implications because they're short on 

time or find the terms too complex. When big companies merge, much attention is given to 

understanding how they use data and how it might harm consumers. Considering competition 

and market effects, this is usually looked at from an economic perspective. Before 2016, 

competition authorities weren't fully prepared to handle these data-related issues, but they've 

learned much since then. Still, some argue that we should pay more attention to privacy 

concerns, not just economics. In the European Union, there's debate about whether privacy 

should be considered in merger regulations. Some think it's not directly mentioned, but others 

argue it falls under broader principles. Privacy could be seen as a legitimate interest that needs 

protection. Blocking a merger based on public interest, like protecting privacy, is seen as a last 

resort. But with tech companies getting more powerful, some argue it's necessary to prevent 

mass surveillance. In recent years, merger decisions have been influenced by both economic 

and political factors. But in the end, protecting people's privacy should be a priority, especially 

for those who take the time to read privacy policies but don't have many other options when 

using online platforms. 

To address these issues, the 2019 Personal Data Protection Bill13 was introduced, aiming to 

safeguard individuals' privacy rights by establishing rules for data processing. It draws 

inspiration from the EU's GDPR14 and emphasizes key principles such as obtaining explicit 

consent, informing users, and ensuring data accuracy. This bill is of great importance to 

policymakers, particularly since India's Supreme Court recognized the right to privacy as 

 
13 ARRANGEMENT OF CLAUSES (no date) THE PERSONAL DATA PROTECTION BILL, 2019, 100.47.4. 
Available at: http://164.100.47.4/BillsTexts/LSBillTexts/Asintroduced/373_2019_LS_Eng.pdf (Accessed: 
February 8, 2024). 
14 General Data Protection Regulation (GDPR) compliance guidelines (2018) GDPR.eu. Available at: 
https://gdpr.eu/ (Accessed: February 8, 2024). 
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fundamental in 201715. The Competition Commission of India (CCI) has also taken note of the 

risks posed by extensive data collection, such as the emergence of dominant players, and is 

actively tackling issues related to data manipulation to prevent unfair advantages. Mergers 

involving companies holding extensive databases, like the Microsoft-Yahoo16 merger, raise 

further apprehensions. Nonetheless, the CCI declined mergers involving Walmart and 

Flipkart17, as well as Holcim and Lafarge18, citing possible threats to data security and service 

standards. Under Section 31 of the Act, the CCI holds power to approve, reject, or adjust any 

transaction not meeting the criteria of a "combination." In 2019, the CLRC19 report introduced 

green channel pathways to improve merger regulations and procedures for the industry's 

improvement. 

Interconnection of the Competition (Amendment) Act of 2023 and the Digital Personal 

Data Protection Act of 202320 

The Competition (Amendment) Act of 2023 and the Digital Personal Data Protection Act, both 

approved in 2023, are important laws that will affect how competition and data protection are 

handled in our country. Even though we haven't seen all their effects yet, they show a big 

change in how mergers and personal data are regulated. The Competition (Amendment) Act 

changes the rules for when competition laws apply. Before, it was based on money or assets, 

but now it includes a new rule called "transaction value." This means any deal worth more than 

INR 2000 crores is considered a merger under the law. This is important because it means user 

data can now play a big part in whether a merger is allowed. 

When companies merge because of data, it's unlike traditional mergers, where they buy 

 
15 RRANGEMENT OF CLAUSES (no date) THE PERSONAL DATA PROTECTION BILL, 2019, 100.47.4. 
Available at: http://164.100.47.4/BillsTexts/LSBillTexts/Asintroduced/373_2019_LS_Eng.pdf (Accessed: 
February 8, 2024). 
16 Publications (no date) Competition Policy. Available at: https://competition-
policy.ec.europa.eu/publications_en (Accessed: February 8, 2024). 
17 Dar, A. (2018) Walmart’s acquisition of Flipkart: The elephant in the room, IndusLaw. Available at: 
https://www.mondaq.com/india/antitrust-eu-competition-/729670/walmarts-acquisition-of-flipkart-the-elephant-
in-the-room (Accessed: February 8, 2024). 
18 Holcim ltd. And Lafarge S.a., in the matter of the Federal Trade Commission (2015). Available at: 
https://www.ftc.gov/legal-library/browse/cases-proceedings/141-0129-holcim-ltd-lafarge-sa-matter (Accessed: 
February 12, 2024). 
19 Gov.in. Available at: https://www.ies.gov.in/pdfs/Report-Competition-CLRC.pdf (Accessed: February 8, 
2024). 
20 Puneesh, K. (2023) “Privacy concerns in data-driven mergers: An analysis,” THE CONTEMPORARY LAW 
FORUM, 9 September. Available at: https://tclf.in/2023/09/09/privacy-concerns-in-data-driven-mergers-an-
analysis/ (Accessed: February 7, 2024). 
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buildings or patents. Instead, they're buying access to people's data. This new rule helps ensure 

that when mergers involve user data, they're fair and don't hurt consumers. On the other hand, 

the Digital Personal Data Protection Act introduces the idea of "deemed consent" for data 

sharing during mergers. But this can be tricky when it mixes with merger laws. Deemed consent 

means data can be used unless someone specifically says no. This lack of clear consent rules 

could mean people's privacy might be at risk during mergers. The Competition (Amendment) 

Act is important for protecting user data. Considering the "value of the transaction" gives the 

Competition Commission the power to make sure mergers in the data market are fair and don't 

hurt users. These two laws present challenges and chances to balance competition and data 

protection. While we don't know all the effects yet, they show a big step toward handling the 

tricky issues of regulating data-driven mergers and keeping user privacy safe in today's digital 

world. 

Competition Law Challenges Arising from Big Data: 

The rapid expansion of the digital economy, driven by technological advancements and internet 

usage, has led to widespread data collection, processing, and commercialization, commonly 

referred to as 'big data.' This involves managing large and diverse datasets at high speeds using 

computing software to create valuable information sets. While laws governing data protection 

regulate the collection and usage of personal data, competition authorities are now examining 

whether the utilization of big data could impact market competition. Before delving into this 

inquiry, it's essential to acknowledge the benefits stemming from the commercial application 

of big data. For instance, popular search engines utilize self-learning algorithms to observe and 

analyze user search queries and website interactions. These platforms then leverage this data, 

along with information from other services like email, to create detailed user profiles for 

targeted advertising. Similarly, e-commerce platforms and social networks use personalized 

recommendations based on user activity, enhancing the quality of goods and services through 

tailored marketing21. 

From a competition law standpoint, a critical question emerges: Can the access and utilization 

of big data confer market power and competitive advantages to businesses? This involves 

examining whether investments in data analytics tools and complex algorithms create highly 

concentrated markets with significant barriers to entry. Recent mergers and acquisitions in the 

 
21   Big Data: Emerging Concerns under Competition Law, By CAM Competition Team on May 10, 2018 
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technology sector have raised concerns about whether consumer privacy can influence non-

price competition factors. For example, the European Commission flagged privacy issues in 

the Microsoft/LinkedIn merger, viewing them as factors affecting service quality. 

Enforcement provisions raise concerns about potential exclusionary practices, where dominant 

firms may engage in exclusive agreements with data providers to gain a competitive edge. This 

could also involve market foreclosure tactics, making it difficult for users to adopt rival 

platforms. However, such practices must be assessed within the framework of dominance 

principles, considering factors such as data ownership, uniqueness, and its importance for 

downstream players. Alongside exclusionary practices, the use of big data raises concerns 

about anti-competitive agreements. Self-learning pricing algorithms could facilitate digital 

price-fixing cartels, while data analytics could monitor compliance with both horizontal and 

vertical agreements. Many antitrust regulators worldwide have addressed these concerns 

through comprehensive studies, identifying scenarios where big data may warrant antitrust 

scrutiny.22 In the Indian context, given the rapid growth of technology-driven markets, there's 

a need for the Competition Commission of India (CCI) to evaluate potential competition law 

issues. While the CCI has clarified that breaches of the Information Technology Act are beyond 

the Competition Act's scope, it remains to be seen how privacy concerns will be factored into 

competition assessments. As innovation and technology continue to reshape markets in India, 

businesses are advised to monitor discussions and enforcement activities surrounding big data 

closely. Enterprises should evaluate their data-driven business models and compliance 

strategies against evolving competition law standards. In this dynamic environment, staying 

informed is crucial for navigating potential big data and competition law challenges. 

Data-related anticompetitive conducts 

Data collection and access can sometimes lead to unfair competition. 

• Merger Concerns: When companies merge, they might do it to get access to more 

data. For example, when Facebook bought WhatsApp, the European Commission 

examined whether it would give Facebook too much control over advertising data. They 

 
22 https://scholarship.law.ufl.edu/cgi/viewcontent.cgi?article=1817&context=facultypub (Accessed: March 6, 
2024). 
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decided it was permissible because other companies also had lots of data.23 

• Restricting Data Access: Sometimes, big companies refuse to share data with their 

competitors, which can be unfair. This can happen if the data is essential for a 

competitor's business. But proving this in court is tough, especially in Europe. 

• Price Discrimination: Companies can use data to set different customer prices. This 

cannot be considered as consistently bad, as it can sometimes mean lower prices for 

some people. But it can also complicate things for consumers and sometimes lead to 

higher prices for certain groups. 

• Privacy and Competition: Data protection laws aren't usually enforced by competition 

authorities, but they can still be necessary for competition. For example, if a big 

company with lots of data breaks privacy laws, it could be seen as abusing its power in 

the market. 

Suggestion 

Regulatory bodies like competition authorities should thoroughly assess mergers involving 

significant data assets. This evaluation should focus on market share and the potential impact 

on competition, innovation, and consumer welfare. Merger approvals should consider whether 

the combined entity would gain undue market power or control over valuable data, leading to 

anti-competitive outcomes. Implement regulations that encourage or mandate data sharing 

among companies, especially dominant players in the market. This can promote fair 

competition by reducing barriers to entry for new entrants and fostering innovation. Clear 

guidelines should be established to ensure that data-sharing practices are fair, transparent, and 

non-discriminatory. Enforce regulations that ensure transparency in pricing practices, 

particularly concerning personalized pricing based on data analysis. Consumers should be 

informed about how their data is used to determine prices and given options to opt out of such 

practices if desired. Anti-competitive behaviour, such as price discrimination or predatory 

pricing, should be monitored and penalized. 

 
23 Lasserre, B. and Mundt, A. (2017) “Competition law and big data: The enforcers’ view,” 4. doi:   
10.12870/IAR-12607. 
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Strengthen data protection laws and enforcement mechanisms to prevent the abuse of consumer 

data by dominant market players. Competition authorities should collaborate with data 

protection agencies to address privacy violations that may have anti-competitive implications. 

Clear guidelines should be established to ensure that companies collect, process, and use 

personal data in compliance with privacy regulations and ethical standards. Foster 

collaboration between competition authorities, data protection agencies, and other relevant 

stakeholders to address the complex intersection of competition law, data protection, and 

consumer rights. This interdisciplinary approach can facilitate a comprehensive understanding 

of the challenges posed by data-driven markets and enable more effective regulation and 

enforcement. Establish mechanisms for ongoing monitoring of digital markets to detect and 

address emerging anti-competitive practices related to data. Regular market studies and 

assessments can help identify trends, market dynamics, and potential areas of concern, allowing 

proactive regulatory intervention to safeguard competition and consumer interests. By 

implementing these suggestions, policymakers and regulators can mitigate the risks associated 

with data-related anti-competitive conduct and foster a competitive and innovative digital 

economy that prioritizes consumer welfare and data privacy. 

Conclusion 

The intersection of big data and competition law presents a complex landscape that is 

continuously evolving with technological advancements and regulatory frameworks. This 

conclusion aims to encapsulate the key insights from the preceding discussion on the challenges 

and opportunities arising from big data in the context of mergers and acquisitions (M&A) and 

competition law enforcement. Firstly, the exponential growth of the digital economy has 

propelled the proliferation of big data, wherein companies harness vast amounts of diverse data 

to gain competitive advantages, enhance consumer experiences, and drive innovation. This 

phenomenon underscores the pivotal role of data in shaping market dynamics and influencing 

business strategies, particularly in the realm of M&A activities. As evidenced by recent high-

profile mergers such as Microsoft's acquisition of Skype and Facebook's purchase of 

WhatsApp, access to extensive datasets has become a strategic imperative for companies 

seeking to bolster their market position and capitalize on emerging opportunities. However, the 

utilization of big data in M&A transactions has elicited scrutiny from competition authorities 

worldwide, as it raises pertinent questions regarding market concentration, potential 

anticompetitive conduct, and consumer welfare. Regulatory bodies are grappling with the task 
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of evaluating the competitive implications of mergers driven by data-related considerations, 

such as the accumulation of valuable user data and the potential for market foreclosure. 

Moreover, the interplay between competition law and data protection laws presents complex 

regulatory challenges, necessitating a coordinated approach to address overlapping issues and 

safeguard consumer welfare effectively. While competition authorities primarily focus on 

preventing anticompetitive conduct and promoting market efficiency, data protection laws aim 

to protect individuals' privacy rights and ensure responsible data stewardship. Harmonizing 

these regulatory frameworks is essential to foster a conducive environment for innovation, 

competition, and consumer trust in the digital economy. In light of these challenges, 

competition authorities must adopt a forward-thinking approach to regulatory enforcement, 

leveraging interdisciplinary expertise and collaboration with other regulatory agencies to 

address the multifaceted implications of big data in M&A transactions. This entails conducting 

rigorous assessments of mergers involving significant data assets, incorporating both economic 

analysis and qualitative considerations to gauge the competitive impact on digital markets 

comprehensively. Furthermore, fostering transparency and accountability in data-driven M&A 

transactions is essential to enhance regulatory oversight and mitigate potential risks to 

competition and consumer welfare. Companies engaged in M&A activities must demonstrate 

a commitment to responsible data governance practices, including transparent data collection 

and processing, robust privacy safeguards, and compliance with relevant regulatory 

requirements. In conclusion, the convergence of big data and competition law presents 

opportunities and challenges for businesses, regulators, and consumers in the digital age. While 

the strategic utilization of data assets can drive innovation and enhance market efficiency, it 

also poses risks of market concentration, anticompetitive conduct, and privacy infringements. 

To navigate this complex landscape successfully, stakeholders must collaborate to develop 

adaptive regulatory frameworks that strike a balance between promoting competition, 

protecting consumer interests, and fostering innovation in the digital economy. By fostering a 

culture of responsible data stewardship and regulatory compliance, we can harness the 

transformative potential of big data while safeguarding the principles of fair competition and 

consumer privacy in the digital marketplace. 

 

 


